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1. Purpose and application

1.1. Purpose of this code
IPD Group Ltd and its subsidiaries (Company) are committed to the highest level of integrity and ethical 
standards in all business practices, including strict compliance with state and territory legislation and international 
anti-corruption and anti-bribery standards. This code of conduct sets out the standards of conduct expected of 
our business and people, taking into account the Company’s legal and other obligations to its stakeholders.

The board of directors of the Company (Board) has endorsed this code. The Board and management believe 
that the Company’s commitment to this code will maintain the confidence of the Company’s key stakeholders 
in the Company’s integrity.

For the avoidance of doubt this code applies to the Company and all of its subsidiary companies. 

1.2. Application of this code
This code applies to all directors of the Board, as well as all officers, employees, contractors, consultants, 
other persons that act on behalf of the Company, and associates of the Company (for the purpose of this code, 
collectively referred to as Personnel, you).

Personnel are expected at all times to act consistently with this code of conduct, current community standards 
and in compliance with all relevant law. This code operates in conjunction with all other Company policies 
and procedures.

It is essential that all Personnel are familiar with this code, which is available on the Company’s website 
and intranet.

Suppliers and other interested parties are expected, to the extent possible, to adhere and comply with this code 
in their dealings with the Company.

2. Our values and commitments
The Company’s core values and commitments are:

(a) People first – We respect every individual, valuing their unique perspectives and contributions. 

(b) Knowledge is our key – Knowledge is our greatest tool in helping customers thrive and succeed.

(c) Earn customers for life – Striving for lifelong customers, one interaction at a time.

(d) Stronger together – With collaboration, we can overcome any challenge together.

(e) Own it – We take responsibility for our actions to drive positive change. 

(f) Courage to evolve – We embrace new opportunities, challenge norms, and evolve together in the pursuit 
of a sustainable tomorrow.

3. Our ethical standards and policies

3.1 Standards of Behaviour
Personnel are required to:

(a) act in accordance with the Company’s stated values and commitments;

(b) abide by all applicable laws, regulations and rules, and the Company’s policies, and procedures 
(as amended from time to time);

(c) comply with all lawful and reasonable directions given by the Company; 

(d) perform all duties and responsibilities competently, diligently, and to the best of their ability;

(e) devote the whole of their time during ordinary business hours to carry out their duties and not engage 
in excessive personal activities;

(f) be courteous, respectful, and considerate in all communications;

(g) display professionalism at all times;

(h) work cooperatively and collaboratively with others to achieve common goals and a harmonious work 
environment;
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(i) avoid engaging in gossip or any form of conduct that may cause unwanted offence or embarrassment;

(j) not engage in any fraudulent, dishonest, illegal, unethical or improper behaviour;

(k) be truthful in all dealings and not make any false or misleading statements;

(l) not engage in unlawful bullying, harassment, discrimination, or victimisation;

(m) not engage in verbal or physical aggression;

(n) comply with all health and safety requirements;

(o) deal with customers and suppliers fairly;

(p) not take advantage of the property or information of the Company or its customers for personal gain or to 
cause detriment to the Company or its customers;

(q) take all steps necessary to ensure the protection of the Company’s business, assets, premises, confidential 
information and resources;

(r) report all information required by the Company accurately and honestly.

3.2 Conflicts of interest
A conflict of interest exists where loyalties are divided. For example, if you or your relatives or associates have a 
personal or commercial interest which may interfere, or be perceived to interfere, with the performance of your 
duties and responsibilities to the Company, making it difficult to perform your role objectively and effectively. 
It is imperative that you are able to manage a conflict of interest when it arises.

Personnel must act in the best interests of the Company. To safeguard the confidence of the Company’s 
key stakeholders in the Company’s integrity, it is paramount that personnel do not allow personal interests 
or the interests of relatives or associates to conflict with the interests of the Company. Personnel must avoid 
participating in decisions and activities which may conflict, or be perceived to conflict, with their duties and 
responsibilities to the Company.

Personnel are required to state any potential conflicts of interest as soon as they become aware. Employees are 
required to complete the Conflict of Interest Declaration Form on an annual basis and provide it to HR.

3.3 Financial interests in other businesses and outside memberships

Personnel must not enter into any arrangement or participate in any activity that would conflict with the 
Company’s best interests or would be likely to negatively affect the Company’s reputation.

Personnel must not be involved in any other company or business or organisation as director, agent, employee 
or consultant, whether paid or unpaid, if there is a possibility that their personal interests could conflict, or be 
perceived to conflict, with those of the Company unless they obtain approval first from the Chief Executive 
Officer or the Board (if they are a director).

Personnel involved in a conflict or possible conflict, or who become aware of a conflict, must tell their manager, 
HR, Chief Executive Officer or the Board (if they are a director) as soon as possible.

3.4 Corporate opportunities, benefits and ownership of work
Personnel must not use Company or customer property, or information, their position or opportunities which 
arise from these to improperly gain benefit for themselves or for another party or to cause detriment to the 
Company or its customers.

Personnel have an obligation to avoid all financial, business and other arrangements which may be opposed to 
the interests of the Company, or which may place them in a competitive position with the Company.

The product of any work performed with the Company, or on behalf of the Company, or using Company 
property (including all intellectual property rights created in connection with that work) belongs to the Company.

3.5 Anti-bribery and gifts

A number of countries have strict laws against bribery and corruption. The anti-bribery laws of some countries 
including the United States and Australia can apply to things done in other countries (i.e. wide-reaching 
extraterritorial effect). The Company must comply with and uphold all laws against bribery, corruption and 
related conduct applying to the Company in all the jurisdictions where the Company operates.

https://login.microsoftonline.com/4e63b491-63d8-47d3-948f-dfa1879078ea/oauth2/authorize?client%5Fid=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&response%5Fmode=form%5Fpost&response%5Ftype=code%20id%5Ftoken&resource=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&scope=openid&nonce=F5D797C8D7307ABC32327571AFB3DA016F323B8D90877E8A%2D42537E2BDFE33A95C62C05836EA45AE34DBA128DCFD4F44F66CB461EB35EFE47&redirect%5Furi=https%3A%2F%2Fipdgroup%2Esharepoint%2Ecom%2F%5Fforms%2Fdefault%2Easpx&state=OD0w&claims=%7B%22id%5Ftoken%22%3A%7B%22xms%5Fcc%22%3A%7B%22values%22%3A%5B%22CP1%22%5D%7D%7D%7D&wsucxt=1&cobrandid=11bd8083%2D87e0%2D41b5%2Dbb78%2D0bc43c8a8e8a&client%2Drequest%2Did=2f2b2fa1%2De03a%2D3000%2D4d59%2D9fb7b16a814f
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Personnel must deal fairly with the Company’s shareholders, customers, suppliers, competitors, employees and 
anyone else with whom they have contact in the course of performing their work duties. Personnel must not 
take unfair advantage of anyone through bribery or other corrupt practices, manipulation, concealment, abuse 
or privileged information, breaching privacy or confidentiality requirements, deception, misrepresentation of facts 
or any other unfair dealing practice. 

The Company is committed to adopting effective systems to counter bribery and related improper conduct and 
to monitoring and enforcing these systems. Accordingly, the Company has implemented a strict Anti-Bribery 
& Anti-Corruption Policy that applies to all individuals working at all levels and grades within the Company 
including senior managers, officers, directors, employees (whether permanent, fixed-term or temporary), 
consultants, contractors, trainees, seconded staff, casual workers and agency staff, volunteers, interns, agents, 
sponsors, or any other person associated with us, or any of our subsidiaries or their employees, wherever 
located.

The Company’s Anti-Bribery & Anti-Corruption Policy is available on the Company’s website and on the intranet.

3.6 Politicians, government officials and lobbying
All dealings with politicians and government officials which relate to the Company and its business activities 
must be conducted at arm’s length and with the utmost professionalism, to avoid any perception of attempts 
to gain advantage or to improperly influence the outcome of an official decision.

Personnel must not make any donation or other financial contribution to any political party or candidate for an 
election or sponsor any organisations (other than in a purely personal capacity) without seeking and obtaining 
prior approval from the Chief Executive Officer. Under this code, all payments to government officials to secure 
an advantage, including payments to expedite or secure the performance of routine action, are prohibited.

Without specific authorisation from the Company, personnel must not engage in any lobbying of political officials, 
elected or appointed. Lobbying activity generally includes the attempt to persuade such officials to follow a 
particular course of action or policy or attempts to influence the passage or defeat of legislation and may trigger 
registration and reporting requirements. In many jurisdictions, the definition of lobbying activity is extended to 
cover efforts to induce rule making by executive branch agencies or other official actions of agencies, including 
the decision to enter into a contract or other arrangement.

The Company encourages its Personnel to take an active role in government processes. However, any 
participation in a political process is to be undertaken as an individual and not as a representative of the 
Company. Do not engage in lobbying activities on behalf of the Company without prior consultation with the 
Chief Executive Officer and Chairperson.

3.7 Confidentiality
In the course of the Company’s business, personnel will have access to business or personal information 
about the affairs of the Company, its clients, Personnel, suppliers and business partners. It may include 
business strategies, competitive analysis, financial plans and forecasts, employee information, supplier 
information and pricing.

Each of the parties expects the confidential nature of the information they have given in good faith to be 
respected. 

Personnel must keep confidential information acquired during employment with the Company, or acting 
on behalf of the Company, confidential, both during and after their employment or engagement ceases. 
The Company encourages Personnel to store business records and confidential information securely. 
Anyone who uses the Company’s systems or has access to the Company information (including access through 
personal devices such as laptops or mobile devices) shares responsibility for the security of those systems 
and information and must protect Company property – including data, information and systems – from theft, 
carelessness, misuse, unauthorised access and vulnerability to cyber attack.

Personnel must not access or request or make improper use of or transfer or disclose confidential information 
to anyone else except as required by their position or as authorised or legally required. If it inadvertently comes 
into possession it should be returned immediately. If required by an authority to provide confidential information 
which has not been otherwise authorised, personnel must notify their manager or HR before taking any steps.

 

https://login.microsoftonline.com/4e63b491-63d8-47d3-948f-dfa1879078ea/oauth2/authorize?client%5Fid=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&response%5Fmode=form%5Fpost&response%5Ftype=code%20id%5Ftoken&resource=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&scope=openid&nonce=BF627498A2127DDCF56E28376C6A688D3BFA43349CD1BE86%2D45166719252C1FDB3E73ECBB653353CE64113E4DD685219AB8B4AEDBC3E10D56&redirect%5Furi=https%3A%2F%2Fipdgroup%2Esharepoint%2Ecom%2F%5Fforms%2Fdefault%2Easpx&state=OD0w&claims=%7B%22id%5Ftoken%22%3A%7B%22xms%5Fcc%22%3A%7B%22values%22%3A%5B%22CP1%22%5D%7D%7D%7D&wsucxt=1&cobrandid=11bd8083%2D87e0%2D41b5%2Dbb78%2D0bc43c8a8e8a&client%2Drequest%2Did=3d2b2fa1%2Da0ed%2D3000%2D4d59%2D9e2abb333d07
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3.8 Privacy 
Personnel must respect and safeguard the privacy of personal information held by the Company regarding its 
clients, suppliers, Personnel and others. If Personnel have access to this information, they must ensure that it is 
collected, kept, disclosed, handled and used in a manner that complies with applicable privacy laws, any data 
protection laws that may apply and the Company Privacy Policies available on the Company’s website and on 
the intranet.

3.9 Workplace behaviour and supply chains
The Company is committed to providing a workplace free of harassment, violence, bullying and discrimination. 
Personnel are expected to foster a respectful and inclusive work environment that adheres to the requirements 
of human rights law and related workplace legislation. The Company will not tolerate acts of discrimination 
based on age, race, colour, national or ethnic origin, disability, parental status, gender, sex, sexual orientation or 
any other ground of discrimination.

Personnel must act in accordance with the Company’s Workplace Behaviour and Respect policy.

The Company is also committed to ensuring that slavery and human trafficking are not occurring anywhere in 
the Company’s business or supply chain, or by the Company’s third-party business partners. Personnel are 
expected to adhere to the requirements of applicable modern slavery laws and related human rights law, and 
to communicate to, and uphold those requirements with, the Company’s third-party business partners.

Personnel must act in accordance with the Company’s Modern slavery policy.

3.10 Protection and use of the Company’s assets and property
Personnel must protect the Company’s assets and property and ensure that the Company’s assets and property 
are used only for the benefit of the Company’s business. Personnel must report any suspected or actual theft or 
fraud to their Manager, HR or any other contact nominated by the Company.

Personnel must not use the Company’s assets or property for personal purposes except in accordance with any 
Company policy or approved arrangement.

The obligation to protect Company assets includes the Company’s proprietary information. Proprietary 
information includes intellectual property such as trade secrets and confidential information, patents, 
trademarks, designs and copyright, as well as business and marketing plans, engineering and manufacturing 
ideas, databases, records and any non-public financial data or reports. Unauthorised use or distribution of 
this information is prohibited and could also be illegal and result in civil or criminal penalties. The obligation to 
protect Company assets and proprietary information includes any assets or information (including confidential 
information) being held by the Company belonging to the Company’s customers, clients, business partners 
and shareholders.

Personnel must return Company assets and property immediately upon request by the Company.

All expenses must be documented and reported in a timely manner, using the appropriate tools as directed by 
the Company.

3.11 Compliance with laws and regulations
The Company and its Personnel will comply with all applicable laws, rules and regulations in the jurisdictions in 
which the Company operates.

You must also comply with the technical and ethical requirements of any relevant regulatory or professional 
body. You must not breach, or omit to do something in breach of, any law or regulation or requirement. 
All actual or potential breaches must be reported immediately to the Company Secretary or your manager.

Where local laws or regulations differ from this code, you must apply this code or local requirements, whichever 
sets the higher standard of behaviour.

Ignorance of the law or having a good intention does not excuse your obligation to comply. Personnel must 
participate in relevant compliance training programs offered by the Company.

If Personnel are uncertain about the interpretation of any applicable law or regulation or requirement, they must 
contact their Manager or HR.

https://login.microsoftonline.com/4e63b491-63d8-47d3-948f-dfa1879078ea/oauth2/authorize?client%5Fid=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&response%5Fmode=form%5Fpost&response%5Ftype=code%20id%5Ftoken&resource=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&scope=openid&nonce=916CAADB381BBA9E6F3814B26D09BE65FCA338A61100CBD5%2DC09B5D5F83C0ECBF04D7C684AF30336F6440510AEBA37105DE353149ADF54297&redirect%5Furi=https%3A%2F%2Fipdgroup%2Esharepoint%2Ecom%2F%5Fforms%2Fdefault%2Easpx&state=OD0w&claims=%7B%22id%5Ftoken%22%3A%7B%22xms%5Fcc%22%3A%7B%22values%22%3A%5B%22CP1%22%5D%7D%7D%7D&wsucxt=1&cobrandid=11bd8083%2D87e0%2D41b5%2Dbb78%2D0bc43c8a8e8a&client%2Drequest%2Did=452b2fa1%2Df0e5%2D3000%2D4d59%2D9091273ee69e
https://login.microsoftonline.com/4e63b491-63d8-47d3-948f-dfa1879078ea/oauth2/authorize?client%5Fid=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&response%5Fmode=form%5Fpost&response%5Ftype=code%20id%5Ftoken&resource=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&scope=openid&nonce=A9B79D38E528DC499ADE59392E23564024161025759353C3%2DF81AAC4BE4F0B071D86D35400EED6647F16B0302266FE471FD248B3AA62CBD31&redirect%5Furi=https%3A%2F%2Fipdgroup%2Esharepoint%2Ecom%2F%5Fforms%2Fdefault%2Easpx&state=OD0w&claims=%7B%22id%5Ftoken%22%3A%7B%22xms%5Fcc%22%3A%7B%22values%22%3A%5B%22CP1%22%5D%7D%7D%7D&wsucxt=1&cobrandid=11bd8083%2D87e0%2D41b5%2Dbb78%2D0bc43c8a8e8a&client%2Drequest%2Did=4a2b2fa1%2Da0dc%2D3000%2D68c3%2Db759041325f0
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3.12 Email and Internet Use
The Company provides personnel with access to email, internet and other computer-based tools to enable them 
to perform their duties and responsibilities for the Company. Use of these tools is subject to Company policies 
regarding acceptable use, as varied from time to time.

Personnel are hereby given written notification that emails, internet access and/or usage and computer usage 
will be monitored by systems administrators, IT staff and others, as nominated by the Company from time to 
time. The types of computer surveillance that may be carried out include, but are not limited to: 

(a) the monitoring and reading of emails sent, received and stored on the Company’s computer network 
(including emails deleted from the Inbox);

(b) the time, activity or application based monitoring of computer usage;

(c) monitoring websites accessed by employees;

(d) automated scanning of an employee’s files to identify viruses or other malicious codes; and

(e) logging individual keystrokes.

Personnel must act in accordance with the Company’s Information Technology Security Policy, Acceptable Use 
of Information Technology Resources Policy, Access Control Policy and other related policies and documents.

3.13 Social Media
The Company expects its people to maintain a certain standard of behaviour when using social media for 
work or personal purposes. No employee is to engage in social media as a representative or on behalf of the 
Company without first obtaining the Company’s written approval. 

When engaging in social media activity (for private or work purposes), Personnel must:

(a) do so in a professional manner, and act in the best interests of the Company at all times.

(b) not engage in any social media activity that may bring the Company into disrepute or otherwise damage 
its interests;

(c) not engage in social media activity that is discriminatory, defamatory, abusive, bullying or otherwise 
objectionable in content;

(d) not make any commitment to any action or initiative on the Company’s behalf without first obtaining the 
appropriate approvals;

(e) comply with all of the Company’s policies, and not breach any privacy legislation or policies;

(f) not misrepresent the Company, or its customers, suppliers or Personnel; and

(g) not disclose confidential information unless authorised to do so.

All Personnel must not communicate with the media in relation to any matters affecting the Company unless 
they have been authorised to do so by the Chief Executive Officer.

3.14 Responsibility to shareholders and the financial community
The Company is committed to providing value to its shareholders and recognising the legitimate interests of 
other stakeholders. The Company has policies regarding the timely provision of information to its shareholders 
and other stakeholders including posting information to its website. It has processes to ensure that the accounts 
and financial information it provides represent a true and fair view of the financial performance and position of 
the Company.

Personnel must fully cooperate with, and not make any false or misleading statement to, or conceal any relevant 
information from, the Company’s auditors.

3.15 Insider trading
Insider trading laws prohibit a person in possession of material non-public information relating to a company 
from dealing in that company’s securities. Insider trading is a serious offence.

The Company’s Trading Policy is available on the Company’s website and intranet. It provides guidance so that 
you do not deliberately or inadvertently breach the insider trading laws or the Company’s policy.

https://login.microsoftonline.com/4e63b491-63d8-47d3-948f-dfa1879078ea/oauth2/authorize?client%5Fid=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&response%5Fmode=form%5Fpost&response%5Ftype=code%20id%5Ftoken&resource=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&scope=openid&nonce=E12679F8FF3B2A33F4FD6EA5DBB7AD95EFB607D30B93948E%2D3C7F76B1A58BCEDC24EB59F2D4E53EB69D6CFF761F79DC68F5F4147858997FF4&redirect%5Furi=https%3A%2F%2Fipdgroup%2Esharepoint%2Ecom%2F%5Fforms%2Fdefault%2Easpx&state=OD0w&claims=%7B%22id%5Ftoken%22%3A%7B%22xms%5Fcc%22%3A%7B%22values%22%3A%5B%22CP1%22%5D%7D%7D%7D&wsucxt=1&cobrandid=11bd8083%2D87e0%2D41b5%2Dbb78%2D0bc43c8a8e8a&client%2Drequest%2Did=532b2fa1%2D8049%2D3000%2D4d59%2D910457a53494
https://login.microsoftonline.com/4e63b491-63d8-47d3-948f-dfa1879078ea/oauth2/authorize?client%5Fid=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&response%5Fmode=form%5Fpost&response%5Ftype=code%20id%5Ftoken&resource=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&scope=openid&nonce=08416635103D08944706CDC9C8A88636530BAB3EDB3E909F%2DB8D415CB5E5ECE2E082F5C23C781435A0C08CB2AD23F60597A9EFE5C5344E459&redirect%5Furi=https%3A%2F%2Fipdgroup%2Esharepoint%2Ecom%2F%5Fforms%2Fdefault%2Easpx&state=OD0w&claims=%7B%22id%5Ftoken%22%3A%7B%22xms%5Fcc%22%3A%7B%22values%22%3A%5B%22CP1%22%5D%7D%7D%7D&wsucxt=1&cobrandid=11bd8083%2D87e0%2D41b5%2Dbb78%2D0bc43c8a8e8a&client%2Drequest%2Did=572b2fa1%2D206f%2D3000%2D4d59%2D94d23cd75096
https://login.microsoftonline.com/4e63b491-63d8-47d3-948f-dfa1879078ea/oauth2/authorize?client%5Fid=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&response%5Fmode=form%5Fpost&response%5Ftype=code%20id%5Ftoken&resource=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&scope=openid&nonce=08416635103D08944706CDC9C8A88636530BAB3EDB3E909F%2DB8D415CB5E5ECE2E082F5C23C781435A0C08CB2AD23F60597A9EFE5C5344E459&redirect%5Furi=https%3A%2F%2Fipdgroup%2Esharepoint%2Ecom%2F%5Fforms%2Fdefault%2Easpx&state=OD0w&claims=%7B%22id%5Ftoken%22%3A%7B%22xms%5Fcc%22%3A%7B%22values%22%3A%5B%22CP1%22%5D%7D%7D%7D&wsucxt=1&cobrandid=11bd8083%2D87e0%2D41b5%2Dbb78%2D0bc43c8a8e8a&client%2Drequest%2Did=572b2fa1%2D206f%2D3000%2D4d59%2D94d23cd75096
https://login.microsoftonline.com/4e63b491-63d8-47d3-948f-dfa1879078ea/oauth2/authorize?client%5Fid=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&response%5Fmode=form%5Fpost&response%5Ftype=code%20id%5Ftoken&resource=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&scope=openid&nonce=7DA84CCC65B049D120821BB81741A3F1A338C2178298A11B%2DB49C8ACD764F37175EFA5BE48C6C5C5BABC347CA9FD86BEECCC9043489035AFC&redirect%5Furi=https%3A%2F%2Fipdgroup%2Esharepoint%2Ecom%2F%5Fforms%2Fdefault%2Easpx&state=OD0w&claims=%7B%22id%5Ftoken%22%3A%7B%22xms%5Fcc%22%3A%7B%22values%22%3A%5B%22CP1%22%5D%7D%7D%7D&wsucxt=1&cobrandid=11bd8083%2D87e0%2D41b5%2Dbb78%2D0bc43c8a8e8a&client%2Drequest%2Did=5a2b2fa1%2Df0db%2D3000%2D4d59%2D9e51a512660f
https://login.microsoftonline.com/4e63b491-63d8-47d3-948f-dfa1879078ea/oauth2/authorize?client%5Fid=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&response%5Fmode=form%5Fpost&response%5Ftype=code%20id%5Ftoken&resource=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&scope=openid&nonce=E08493EF21DD283547C982F5FDB9C4E2DA00944BAE9E5306%2D5F57030068436E164A5AEE158298D7049A7A84837D631361B6FDC15F8E9E6EA4&redirect%5Furi=https%3A%2F%2Fipdgroup%2Esharepoint%2Ecom%2F%5Fforms%2Fdefault%2Easpx&state=OD0w&claims=%7B%22id%5Ftoken%22%3A%7B%22xms%5Fcc%22%3A%7B%22values%22%3A%5B%22CP1%22%5D%7D%7D%7D&wsucxt=1&cobrandid=11bd8083%2D87e0%2D41b5%2Dbb78%2D0bc43c8a8e8a&client%2Drequest%2Did=612b2fa1%2D70ae%2D3000%2D68c3%2Db8e482a02a2b
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3.16 Environmental responsibility
The Company considers both the environmental impacts and benefits of its decisions and business activities. 
The Company is committed to doing business in an environmentally responsible manner and identifying 
environmental risks that may arise out of its operations. Personnel must abide by all local laws and regulations 
and are expected to respect and care for the environment in which the Company operates.

Any Personnel who are aware of, or suspect, an action that is not environmentally responsible or in breach of 
the applicable laws and regulations, must contact the Leadership team. 

3.17 Whistleblower protection
The Company is committed to the highest standards of conduct and ethical behaviour in all of our business 
activities and to promoting and supporting a culture of honest and ethical behaviour, corporate compliance and 
good corporate governance. 

The Company encourages the reporting of any instances of suspected unethical, illegal, fraudulent or 
undesirable conduct involving the Company’s businesses and provides protections and measures so that those 
persons who make a report may do so confidentially and without fear of intimidation, disadvantage or reprisal. 

IPD Group has a Whistleblower Policy which is available on the Company’s website and on the intranet.

4. Promoting and publishing this code
The Company and all its people leaders will promote this code across the organisation and provide training on 
the topics it covers.

The code is accessible by the company’s website and intranet and communicated to all directors, employees 
and other persons as relevant. Key features will be published in the annual report or a link to the code on the 
Company’s website provided.

5. Breach of this code 
The highest standards of corporate conduct are critical to the Company’s success and image. The values and 
policies in this code are not exhaustive. This code is designed to focus on particular values identified by the 
Company as central to its integrity.

Actions prohibited by this code involving directors or a Leadership team member must be reported to the 
Board. Actions prohibited by this code involving any other person must be reported to the Leadership team 
or the Chief Executive Officer.

After receiving a report of an alleged prohibited action, the Board or Leadership must consider the most 
appropriate policy and process that may apply to the alleged prohibited action and promptly take all 
appropriate actions necessary to investigate. 

All Personnel are expected to cooperate in any internal investigation of an alleged prohibited action.

If a breach is found to have occurred, the Company will take such preventative or disciplinary action as it 
deems appropriate, including but not limited to termination of employment or engagement.

The Company does not tolerate acts of retaliation or victimisation, including demotion, dismissal, discipline, 
discrimination, harassment, suspension or threats, of or against any Personnel who makes a good faith report 
of known or suspected violations of this code.

https://login.microsoftonline.com/4e63b491-63d8-47d3-948f-dfa1879078ea/oauth2/authorize?client%5Fid=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&response%5Fmode=form%5Fpost&response%5Ftype=code%20id%5Ftoken&resource=00000003%2D0000%2D0ff1%2Dce00%2D000000000000&scope=openid&nonce=055A36CD104F52F1359BC58B4D0FC596D2F405469E1589D5%2D7FFDAF305C196E6C1E61C8320494C95C3A4D7651470EB0F9A3D4D0C3F428F363&redirect%5Furi=https%3A%2F%2Fipdgroup%2Esharepoint%2Ecom%2F%5Fforms%2Fdefault%2Easpx&state=OD0w&claims=%7B%22id%5Ftoken%22%3A%7B%22xms%5Fcc%22%3A%7B%22values%22%3A%5B%22CP1%22%5D%7D%7D%7D&wsucxt=1&cobrandid=11bd8083%2D87e0%2D41b5%2Dbb78%2D0bc43c8a8e8a&client%2Drequest%2Did=672b2fa1%2Dd09f%2D3000%2D4d59%2D94f05bdc3391
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6. Administration 

6.1 Application of this code
If any part of this code is contrary to law or an industrial instrument, the law or industrial instrument will apply 
to the extent of inconsistency.

This code is subject to review by the Company and may be changed or revoked at any time.

6.2 Where to obtain further information
The Company has a dedicated person responsible for the administration of this code. At the date of adoption 
of this code, this is HR and the Board.

If personnel require further information or assistance or are uncertain about the application of this code or the 
law, please contact HR.

If any Personnel has a valid reason for not complying with this code, they should contact HR to consider 
whether to grant an exception.

6.3 Review of this code
This code will get reviewed from time to time and amended as required.

IPD Group Limited
ABN 12 111 178 351

43 Newton Road, Wetherill Park, NSW, 2164   
PO Box 6422, Wetherill Park, NSW, 1851

Tel: (02) 9645 0777  Fax: (02) 9645 1608

www.ipdgroup.com.au


